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The use of small-scale distributed 
energy resources (DERs), such as 
wind and solar photovoltaics, are 
growing rapidly and transforming the 
power grid. In fact, a distribution 
utility may need to remotely 
communicate with thousands of DERs 
and other grid edge devices—many 
of which are not owned by them. 
How can companies provide secure 
access to DERs and monitor and trust 
the ever-growing amount of data 
coming from them? 

The NIST National Cybersecurity 
Center of Excellence demonstrates 
how to apply the cybersecurity 
capabilities shown here to protect the 
digital communication and control of 
cyber-physical grid edge devices.  

Learn more by visiting:
https://www.nccoe.nist.gov/iiot
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